
   

 
Rave Architect Security  
eLearning Course Outline 

 

Course Description: Rave Architect Security is used to control user access and actions for 
projects and Global Library Volumes within the Architect module. This course will walk you 
through the process of specifying the architect security permissions and assigning them to 
users. 

 

Approximate Duration1: 20 mins 

Module Topic 

Welcome  
(1 min) 

 

Introduction to Architect 
Security 
(3 mins) 
 

Objectives 

Architect Security Overview and Process  

Accessing Architect Security 

Summary 

Security Roles 
(8 mins) 
 

Objectives 

Creating a Role and Assigning Actions 

Assigning Rave Users to Security Role 

Assigning iMedidata Users to Security Role 

Exercise 

Summary 

Security Groups 
(7 mins) 
 

Objectives 

Creating Security Groups 

Assigning Projects and Roles to a Security Group 

Assigning Rave Users to a Security Group 

Assigning iMedidata Users to a Security Group 
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1 Duration listed is approximated, and does not reflect activities, simulations or assessments 

Security Group and Security Role Assignment 
Conflicts 

Exercise 

Summary 

Next Steps 
(1 min) 
 

What to do Next 

Post Assessment  
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