December 14, 2020

The Solarwinds Orion product was recently compromised by unknown actors.

Medidata does use the product but does not use the affected versions (Orion 2019.4 HF 5, 2020.2 with no hotfix installed or 2020.2 HF 1).

As a precautionary measure, the entire environment has been reviewed for Indicators of Compromise (IOC’s) as published by FireEye Threat Blog with no evidence of actual or potential improper access.

Dassault Systèmes has invested millions in the cyber security space and is a market leader with respect to Information Security – we truly view it as a competitive differentiator.

As part of our efforts to prevent impact to the data that you and your patients trust us with, we have implemented additional strict controls, all aligned the most recent version of NIST 800-53.

To date, we have not had an issue related to malware or ransomware, and the continued focus of our executive leadership on this matter ensure that it receives the proper attention. We are constantly improving our tools, our processes and our techniques.

We have penetration tests performed quarterly, and red/blue exercises every six months. We have rapid segregation protocols in place to cut connections from entities who have outbreaks or other issues which merit isolation.


We will continue to earn your trust, around the clock, day and night.

Scott Sumner
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